HOW TO PROTECT YOUR SMARTPHONE FROM HACKERS

UPDATE OS AND APPS

- While it is frustrating to update your apps and OS regularly, it is of utmost importance as such updates usually provide fixes to known vulnerabilities.

AVOID PUBLIC WI-FI

- It is often that the user may have logged on to a public Wi-Fi. But, it is an open invitation to hackers as such networks are known to have malwares.

STRONG PASSWORD

- It is common knowledge yet user often use weak password leaving themselves vulnerable to hacks.

AVOID PUBLIC WI-FI

- It is often that the user may have logged on to a public Wi-Fi. But, it is an open invitation to hackers as such networks are known to have malwares.

TWO-FACTOR AUTHENTICATION

- This additional layer of security may seem cumbersome, but comes in quite handy when being targeted.

ANTIVIRUS APP

- It’s a must these days as most of sensitive info can be found on the device. An antivirus app may prevent a malware attack that would scrap the data.

USE PASSCODE

- Passcode may not be super convenient but it provides the first level of security from hackers and unwanted snoopers.